Norton Internet Security 2004/7.0/Lockbox Browser Buddy Test Plan v1.0

Last Updated on 8/18/2003 11:31 AM PDT.

Notes: Need to test on each Windows operating system (OS): 98 (original and SE), Me, 2000 Pro., XP (Home and Pro.). Other OS’ are not supported and should result an error if trying to install. NIS is Norton Internet Security (has NAV in this suite package) and Norton Personal Firewall (doesn’t include its own NAV) and NAV is Norton AntiVirus.
	QA Task Summary

	Task #
	Program
	Task Name / Description
	Functional Specs.
	Coverage
	Performance
	Interface
	Review
	Analysis
	Design
	Tools
	Plat-form
	Bound-ary

	1 
	Browser Buddy
	Interface...
	
	
	
	
	
	
	
	
	
	

	2 
	Browser Buddy
	Integration With Internet Explorer
	
	
	
	
	
	
	
	
	
	

	We, Development and QA, by signing off on this test plan agree this test plan:

· Guarantees the above tasks will be tested to quality.

· Displays the most efficient way to test these tasks.

· Effectively covers all areas that the developer feels are high-risk or should be concentrated on.
	Dev and QA Signatures:                  Date Signed:


	Interface for Testing

	Test #
	Test Cases
	Expected Result
	Pass/Fail

If “Fail”, then list incident #
	Risk Level (high, medium, or low)
	Estimated time
	Actual time
	QA

	1 
	Check for obvious spelling and grammar errors in all dialogs.
	There should be no spelling and grammar errors.
	
	
	
	
	

	2 
	Verify the individual dialogs are in the proper order on any platform (correct messages on screen) and only seen on their particular platform (e.g., OS).
	Be sure they look correct.
	
	
	
	
	

	3 
	Check for graphical errors and glitches in all dialogs.
	GUI should be clean and working.
	
	
	
	
	

	4 
	Randomly try a supported color depth mode and resolution (ranges from the lowest (800x600x16 bit/65k colors) to a high resolution with 32 bit/true colors).
	Each resolution and color depth should show the interface’s display bitmaps and texts are readable.
	
	
	
	
	

	5 
	Set the display in a high contrast mode (especially with laptops and LCD screens) -- Windows Display scheme.
	GUI should be usable and texts should be readable. No missing texts and GUI parts.
	
	
	
	
	

	6 
	Try setting the default font size (small) and GUI to large in Windows’ Display Advanced Properties.
	Be sure both GUI and texts are set up correctly, readable, and usable with  this Windows display setting.
	
	
	
	
	

	7 
	Use hot keys (e.g., alt-s), arrows, tab, and enter to navigate.

Tips: In Windows XP and 2K, use alt key to see the keys that aren’t shown.
	No mouse control during installation. Use keyboard only. Tab key should move selection from left to right and go down.
	
	
	
	
	

	8 
	Test with the minimum memory requirements (depending on product, but they should still work with low RAM as long as swap file is enough):

· 32 MB of RAM for Windows 98 OS’

· 48 MB of RAM for Me

· 64 MB of RAM for 2000

· 128 MB of RAM for Windows XP OS’
	See if it is usable. It will be slow, but should be manageable.

These numbers are mainly for NPF, but NIS and NISP should work due to swap file usage.
	
	
	
	
	


	Integration With Internet Explorer

	Test #
	Test Cases
	Expected Result
	Pass/Fail

If “Fail”, then list incident #
	Risk Level (high, medium, or low)
	Estimated time
	Actualtime
	QA

	1 
	Test all versions of MS’ stock Internet Explorer (IE):

· 5.01 SP2

· 5.5

· 5.5 SP1

· 5.5 SP2

· 6.0

· 6.0 SP1
	Be sure many combinations of Internet Explorer works. All supported versions, service packs, and hot fixes. Other Web browsers are not supported. OEM versions of IE (with other company’s logo) should be fine.

IE5.01 SP2 is the minimum requirement for IE.
	
	
	
	
	

	2 
	With NIS’ Browser Buddy installed, try to upgrade IE to a newer version.
	Be sure the integration remain intacted and still works.
	
	
	
	
	

	3 
	Be sure speed and memory usage are sufficient
	Test on a slow system with very little memory. Be sure it is still decent with this feature.
	
	
	
	
	

	4 
	Ensure NIS’ Browser Buddy icon (dollar sign down arrow) and dropdown menu are added to the Internet Explorer’s enabled toolbar. Its text says “Web assistant”.
	IE’s enabled toolbar should show the icon.
	
	
	
	
	

	5 
	In Windows 2000 and XP OS’, all accounts should show Browser Buddy.
	Logged in each Windows 2000/XP account, be sure Browser Buddy icon is shown and works in IE. Don’t forget to use fast user switching in XP.
	
	
	
	
	

	6 
	After clicking on Browser Buddy icon, a dropdown menu shows.
	User should see:

· Block cookies from this site

· Block ads on this site

· Block popups on this site

· Open Ad Trashcan...

· Configure security settings...

Note: There is a splitter line (for decoration) between Block and Open sections in this menu.
	
	
	
	
	

	7 
	Each “block” Browser Buddy menu item should be checkable/uncheckable:

· Block cookies from this site

· Block ads on this site

· Block popups on this site
	When an option is checked, a check mark should be on the left of the text option and the option is enabled. The web page should also be refreshed.
	
	
	
	
	

	8 
	Each launch Browser Buddy menu item should be clickable to launch something:

· Open Ad Trashcan...

· Configure security  settings...
	After clicking on a menu item, it the dropdown menu should close and a new window of requested items should appear.
	
	
	
	
	

	9 
	Block cookies...
	After clicking this item, it will toggle the current state of cookie blocking for this site. It will also display a dialog herein referred to as the ‘Action Scope dialog’. After selecting the appropriate scope for the change, the setting will be changed and the Web page is refreshed.

If the new setting for this site is to block cookies but the customer does not have the Privacy control feature enabled, the user will be prompted with a dialog stating that they need to enable Privacy control and offer to do that now.
	
	
	
	
	

	10 
	Block ads...
	After clicking this item, it will toggle blocking of ads on this site. Selecting the item will display the Action Scope dialog. After the user selects the appropriate scope for the change, the setting will be changed and the Web page is refreshed to show the new configuration.

If the new setting for this site is to block ads but the customer does not have the Ad blocking feature enabled, the user will be prompted with a dialog stating that they need to enable Ad blocking and offer to do that now.
	
	
	
	
	

	11 
	Block popups...
	After clicking this item, it will toggle the current state of popup blocking on this site. It will also display the Action Scope dialog. After the user selects the appropriate scope for the change, the setting will be changed and the Web page is refreshed.
	
	
	
	
	

	12 
	Options...
	Launches options panel of NIS’ Main UI and navigates to the Web Options dialog.
	
	
	
	
	

	13 
	Open Ad Trashcan...
	Clicking opens NIS’ ad trashcan dialog.
	
	
	
	
	

	14 
	Open Configure security settings...
	Opens NIS’ main UI to view and/or change status and settings.
	
	
	
	
	

	15 
	Cookies will always be unchecked in Browser Buddy as default settings.
	Be sure this is true. It doesn’t matter which accounts and if Parental/Productivity Control is enabled.
	
	
	
	
	

	16 
	When changing settings with Browser Buddy...
	Be sure no settings tampered error show up. No other programs can alter NIS settings.
	
	
	
	
	

	17 
	Test POST'ed data from a form.
	Make sure that it doesn't re-POST the data. Example: Log into WebSTS and then, when sitting at the main product screen, change a setting in Browser Buddy. Since there was a POST operation to get to the main screen, you should see if it re-posts or not.
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